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Quantum supremacy

Why quantum supremacy? It used to be ...

1 quantum simulator Manin/Feynman (1980/82)

2 quantum computer Shor (1994)

3 quantum ‘supreme’ device Aaronson/Arkhipov (2013)

It may look like the promise of quantum information is shrinking
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The slide down from computation to supremacy is because

Experiments are hard!

All of DiVincenzo’s criteria need fulfillingOBITUARY Peter Mansfield, 
physicist who developed 
MRI, remembered p.180

BIOLOGY Behind the scenes 
in the world of synthetic 
biology p.178

MILITARY A history of the 
US agency behind the 
Internet and drones p.176

MEDICINE Don’t deregulate: the 
market is useless at weeding 
out futile drugs p.174

Commercialize 
early quantum 

technologies
Masoud Mohseni, Peter Read, Hartmut Neven and 

colleagues at Google’s Quantum AI Laboratory set out 
investment opportunities on the road to the ultimate 

quantum machines.

From aspects of quantum entangle-
ment to chemical reactions with large 
molecules, many features of the world 

cannot be described efficiently with con-
ventional computers based on binary logic. 
The solution, as physicist Richard Feynman 
realized three decades ago1, is to use quan-
tum processors that adopt a blend of classical 
states simultaneously, as matter does. Many 
technical hurdles must be overcome for such 
quantum machines to be practical, however. 
These include noise control and improving 
the fidelity of operations acting on the quan-
tum states that encode the information.

The quantum-computing community 
is channelling most of its efforts towards 
building the ultimate machine: a digital 
quantum computer that tolerates noise and 
errors, and that in principle can be applied to 
any problem. In theory, such a machine — 
which will need large processors comprising 
many quantum bits, or qubits — should be 
able to calculate faster than a conventional 
computer. Such capability is at least a decade 
away2. Correcting for errors requires redun-
dancy, and the number of qubits needed 
quickly mounts. For example, factorizing a 
2,000-bit number in one day, a task believed 
to be intractable using classical computers3, 
would take 100 million qubits, even if indi-
vidual quantum operations failed just once 
in every 10,000 operations. We have yet to 
assemble digital quantum processors with 
tens of qubits.

This conservative view of quantum 
computing gives the impression that inves-
tors will benefit only in the long term. We 
contend that short-term returns are possi-
ble with the small devices that will emerge 
within the next five years, even though these 
will lack full error correction. 

A lack of theoretical guarantees need not 
preclude success. Heuristic ‘hybrid’ methods 
that blend quantum and classical approaches 
could be the foundation for powerful future 
applications. The recent success of neural net-
works in machine learning is a good exam-
ple. In the 1990s, when the computing power 
required to train deep neural networks was 
unavailable, it was fashionable in the field to 
focus on ‘convex’ methods (based on func-
tions with a clear minimum solution) that 
had a strong theoretical basis. Today, these 
methods are no match for deep learning. The 
underlying algorithms of neural networks 

Google’s cryostats reach temperatures of 10 millikelvin to run its quantum processors.
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Figure: Experimental advances have been enormous (Google, UMD)

We still don’t have a big enough system with low enough noise

If we had a universal QC, we wouldn’t be talking about supremacy
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Theoretical shortcomings

Many examples of exponential improvement in QIP

Simon’s algorithm (oracle separation between BPP & BQP)

Shor’s algorithm (compared to best known classical algorithm)

7 Hofstadter butterfly @ Google (provably polynomial)

...

No theoretical impossibility of classical polynomial algorithms�� ��Tang, 1807.04271

No proof QC is exponentially stronger than classical

If we had a proven exponential gap of QC, we wouldn’t be talking
about supremacy
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So, we’ve settled for

Quantum supremacy

Theoretical proof of exponential gaps (with conjectures)

Sub-universal (typically sampling) problems

The idea has been around for a long time�� ��Knill/Laflamme, DQC1, 1998-
�� ��Terhal/DiVincenzo, Fermionic QC, 2002-

Revived interest after complexity-theoretic hardness proofs
(sampling problems with conjectures)�� ��Bremner/Jozsa/Shepherd/Montanaro, IQP, 2010-

�� ��Aaronson/Arkhipov, BosonSampling, 2013-�� ��Morimae/Fujii/Fitzsimons, DQC1k 2014-
�� ��Fefferman/Umans, FourierSampling, 2015-�� ��Farhi/Harrow, QAOA, 2016-

�� ��Google, RandomSampling, 2016-�� ��Gao/Wang/Duan, IsingSampling, 2016

Some performed/proposed experiments�� ��Oxford, Vienna, Rome, Brisbane, Shanghai, Google, IBM, ...
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Quantum supremacy experiments

What do quantum supremacy experiments prove?

Figure: Boson sampling (Oxford), Random sampling(Google)

Qubit architecture with high coherence and fast tunable coupling

Yu Chen1,⇤ C. Neill1,⇤ P. Roushan1,⇤ N. Leung1, M. Fang1, R. Barends1, J. Kelly1, B. Campbell1, Z. Chen1, B.
Chiaro1, A. Dunsworth1, E. Jeffrey1, A. Megrant1, J. Y. Mutus1, P. J. J. O’Malley1, C. M. Quintana1, D. Sank1,

A. Vainsencher1, J. Wenner1, T. C. White1, Michael R. Geller2, A. N. Cleland1, and John M. Martinis1†
1
Department of Physics, University of California,

Santa Barbara, California 93106-9530, USA and

2
Department of Physics and Astronomy, University of Georgia, Athens, Georgia 30602, USA

We introduce a superconducting qubit architecture that combines high-coherence qubits and tun-
able qubit-qubit coupling. With the ability to set the coupling to zero, we demonstrate that this
architecture is protected from the frequency crowding problems that arise from fixed coupling. More
importantly, the coupling can be tuned dynamically with nanosecond resolution, making this ar-
chitecture a versatile platform with applications ranging from quantum logic gates to quantum
simulation. We illustrate the advantages of dynamic coupling by implementing a novel adiabatic
controlled-Z gate, at a speed approaching that of single-qubit gates. Integrating coherence and scal-
able control, our “gmon” architecture is a promising path towards large-scale quantum computation
and simulation.

The fundamental challenge for quantum computation
and simulation is to construct a large-scale network of
highly connected coherent qubits [1, 2]. Superconduct-
ing qubits use macroscopic circuits to process quantum
information and are a promising candidate towards this
end [3]. Over the last several years, materials research
and circuit optimization have led to significant progress
in qubit coherence [4–6]. Superconducting qubits can
now perform hundreds of operations within their coher-
ence times, allowing for research into complex algorithms
such as error correction [7, 8].

It is desirable to combine these high-coherence qubits
with tunable inter-qubit coupling; the resulting archi-
tecture would allow for both coherent local operations
and dynamically varying qubit interactions. For quan-
tum simulation, this would provide a unique opportu-
nity to investigate dynamic processes in non-equilibrium
condensed matter phenomena [9–13]. For quantum com-
putation, such an architecture would provide isolation
for single-qubit gates while at the same time enabling
fast two-qubit gates that minimize errors from decoher-
ence. Despite previous successful demonstrations of tun-
able coupling [14–23], these applications have yet to be
realized due to the challenge of incorporating tunable
coupling with high coherence devices.

Here, we introduce a planar qubit architecture that
combines high coherence with tunable inter-qubit cou-
pling g. This “gmon” device is based on the Xmon trans-
mon design [5], but now gives nanosecond control of the
coupling strength with a measured on/off coupling ratio
exceeding 1000. We find that our device retains the high
coherence inherent in the Xmon design, with the coupler
providing unique advantages in constructing single- and
two-qubit quantum logic gates. With the coupling turned
off, we demonstrate that our architecture is protected
from the frequency crowding problems that arise from
fixed coupling. Our single-qubit gate fidelity is nearly
independent of the qubit-qubit detuning, even when op-

erating the qubits on resonance. By dynamically tuning
the coupling, we implement a novel adiabatic controlled-
Z gate at a speed approaching that of single-qubit gates.

A two-qubit unit cell with tunable coupling is shown
in Fig. 1(a). The qubits and control lines are defined

FIG. 1: (a) Optical micrograph of two inductively coupled
gmon qubits. The cross-shaped capacitors are placed in se-
ries with a tunable Josephson junction and followed by a lin-
ear inductor to ground. The circuit is depicted schematically
in (b) with arrows indicating the flow of current for an ex-
citation in the left qubit. The qubits are connected with a
line containing a junction that acts as a tunable inductor to
control the coupling strength. (c) Micrographs of the coupler
junction (left) and qubit SQUID (right). The bottom of each
image shows a bias line used to adjust the coupling strength
(left) and qubit frequency (right, not shown in schematic).
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Is quantum supremacy really easier than quantum computation?
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All experiments are imperfect and noisy

Can imperfect/noisy experiments ‘show’ quantum supremacy?
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All experiments are imperfect and noisy

Can imperfect/noisy experiments ‘show’ quantum supremacy?

Physical system must be quantum (non-classical)�� ��Rahimi-Keshari/Ralph/Caves, PRX, 6, 021039, (2016)

[need low(er) noise/imperfection]

Computational task must be supreme (super-classical)�� ��DWave
�� ��Neville et al. Nat. Phys. 13, 1153 (2017)

�� ��Google/IBM

[need large(r) system]
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All experiments are imperfect and noisy

Can imperfect/noisy experiments ‘show’ quantum supremacy?

But even with better and larger systems ...

Noise

Is the problem still hard?

Otherwise experiments useless
(for quantum supremacy)

Imperfections

Is the solution correct?

Not solving decision problems

The two fundamental issues are

Proofs of hardness of sampling (with noise)

Verification of quantum supremacy (with imperfections)�� ��Aaronson/Chen, 1612.05903
�� ��Harrow/Montanaro, Nature 549, 203 (2017)
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Why do we care?

Is quantum supremacy easier than quantum simulation?

Is quantum supremacy easier than quantum computation?

If so, by how much?
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Verification of quantum computation

I. Direct certification, benchmarking (Hardware solution)
Certify a small system, hope it stills holds for a big one

II. Interactive proof system: verification (Software solution)

�� ��Aharonov, Ben-Or, Broadbent, Fitzsimmons, Hayashi, Kashefi, Morimae, Vazirani, Vidick, ...

To verify, must trust

Our work: ‘Prepare-and-send’ protocol
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Verification of quantum computation

II. Interactive proof system: verification (Software solution)

Hide easy ’trap’ computations within hard computation
Check the correctness of the ‘traps’
Bound the correctness of the overall computation
Also useful in adverserial setting�� ��Aharonov, Ben-Or, Broadbent, Fitzsimmons, Hayashi, Kashefi, Morimae, Vazirani, Vidick, ...

To verify, must trust

Our work: ‘Prepare-and-send’ protocol
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Verification scheme for quantum supremacy

New definition of verifiability over i.i.d. repetitions based on

var ≡ 1

2

∑
x
|qexc(x)− qnsy(x)|,�� ��Fitzsimmons/Kashefi, PRA 96, 012303 (2017)

(1) Takes as input a verification protocol, M ∈ N, l ∈ [0, 1]

(2) Outputs a string and a bit.

(3) The bit determines if the string is accepted or rejected.

(4) After running M i.i.d repetitions of (1) it outputs one of the
M output strings at random. Accept if at least a fraction l
of the protocols accept and reject otherwise.
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Verifiability

Definition (Verifiability)

A scheme is verifiable if its output is

(δ′, δ)−complete: For an honest prover having only bounded
noise, the scheme accepts at least with probability δ′, and

var ≤ 1− δ

for the output string.

(ε′, ε)−sound: For any, including adversarial, prover if the
scheme accepts then

var ≤ ε

with confidence ε′.
�� ��Kapourniotis/AD, arXiv:1703.09568

Blindness is a necessary ingredient in our verification scheme
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Verifiability

Definition (Verifiability)

A scheme is verifiable if its output is

(δ′, δ)−complete: For an honest prover having only bounded
noise, the scheme accepts at least with probability δ′, and

var ≤ 1− δ

for the output string.

(ε′, ε)−sound: For any, including adversarial, prover if the
scheme accepts then

var ≤ ε

with confidence ε′.
�� ��Kapourniotis/AD, arXiv:1703.09568

Blindness is a necessary ingredient in our verification scheme

Our work: Trap-based verification of Ising sampling problem
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Ising sampler

Translationally-invariant, nonadaptive, Ising spin model

H = −
∑
〈i ,j〉

JZiZj +
∑
i

BiZi

The probability px of measuring bit string x from partition
function Zx

px =
|Tr(e−i(H+π

2

∑
i xiZi )|2

22mn
≡ |Zx |2

22mn�� ��Gao/Wang/Duan, PRL, 118, 40502 (2017)

Partition function at imaginary temperatures insightful�� ��Lee/Yang, Phys. Rev. 87, 410 (1952)�� ��Fujii/Morimae, NJP 19, 033003 (2017)
�� ��Goldberg/Guo, Computational Complexity 26, 765 (2017)
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Ising sampler

(i)

=
=

π/8 0 −π/4 0 π/4 0 −π/8

(ii)

Figure: Avoids Multi-instanceness (unlike IQP, BS, RSC)�� ��Gao/Wang/Duan, PRL, 118, 40502 (2017)
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Traps

(i)

(ii)

(iii)

Figure: Verifier chooses a random ordering of 2κ+ 1 graph states.
Single qubit traps.

�� ��Kapourniotis/AD, arXiv:1703.09568
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Noise model

‘Prepare-and-send’ protocol

Blindness (Quantum one-time pad)

Nj = (1− εV ,P)I + Ej
where

εV = ||Ej ||� for preparation noise [Verifier]

εP = ||Ej ||� for entangling/measurement noise [Honest Prover]
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Our results (Short term aim of experiments)

Theorem (Non-fault tolerance verification scheme)

There exists a verification scheme with

M =
log(1/β)

2κ2N2(εV + εP)2
,

l = 1− κN(2εV + 4εP)

that is (
1− β, 1−

√
N(εV + 3εP)

)
− complete

and (
1− β,

√
κN(3εV + 5εP) + ∆κ

)
− sound ,

where ∆κ = κ!(κ+ 1)!/(2κ+ 1)! ∼ 2−κ.�� ��Kapourniotis/AD, arXiv:1703.09568
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Recall

Definition (Verifiability)

A scheme is verifiable if its output is

(δ′, δ)−complete: For an honest prover having only bounded
noise, the scheme accepts at least with probability δ′, and

var ≤ 1− δ

for the output string.

(ε′, ε)−sound: For any, including adversarial, prover if the
scheme accepts then

var ≤ ε

with confidence ε′.

�� ��Kapourniotis/AD, arXiv:1703.09568
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Problem

For verifiable quantum supremacy, we need

N(εV + 3εP) const.

and
κN(3εV + 5εP) + ∆κ ↓

Impossible in large systems(N) with constant noise(εP,V )

Want to verify quantum supremacy for large N and constant εP,V
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Solution: Quantum fault tolerance

Use FT (3D cluster state) encoding for universal QC

7 RHG encoding require adaptive operations (gate distillation)�� ��Raussendor/Harrington/Goyal, NJP 9, 199 (2007)

On target computation, use free postselection due to Fujii�� ��1610.03632

Trap computation is Clifford, so nonadaptive
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Solution: Quantum fault tolerance

7 RHG encoding require adaptive operations (gate distillation)�� ��Raussendor/Harrington/Goyal, NJP 9, 199 (2007)

On target computation, use free postselection due to Fujii�� ��1610.03632

Trap computation is Clifford, so nonadaptive

FT thresholds

RHG error-correction in traps

εthres = 0.75%

Less than εthres = 2.84% for
unverified quantum supremacy�� ��1610.03632

RHG error-detection in traps

εthres = 1.97%

Extend Fujii
�� ��1610.03632 to additive

errors �� ��Kapourniotis/AD, arXiv:1703.09568
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FT thresholds for verifiable quantum supremacy

Supremacy easier than universal QC

εthres = 1.97%

Replace error correction with error detection

Works as isolated trap qubits isolated can be retransmitted
individually

Same completeness & soundness with κ replaced by Mκ

ε εthres/20 εthres/50 εthres/100

M 3× 108 2863 54

3 M independent of problem size

Improved by judicious braiding or other topological code

Larger εthres with simpler problem specific code�� ��Kapourniotis/AD, arXiv:1703.09568
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Blindness and fault tolerance

7 Leaking logical measurement angles in magic state distillation

7 For distillation, need to reveal information about state distilled

�� ��Kapourniotis/AD, arXiv:1703.09568
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On target computation, use free postselection due to Fujii

varPost ≡ 1

2

∑
x
|qexc(x |y = 0)− qnsy(x |y = 0)|

Definition (Verifiability of a scheme for post-selected distribution)

A scheme is verifiable conditioned on the post-selection register
being zero, if its output is

(δ′, δ)−complete: For an honest prover having only bounded
noise, the scheme accepts at least with probability δ′, and

varPost ≤ 1− δ
for the the output string.

(ε′, ε)−sound: For any, including adversarial, prover if the
scheme accepts, then

varPost ≤ ε
with confidence ε′.

�� ��Kapourniotis/AD, arXiv:1703.09568
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Our results (Long term aim of experiments)

Theorem (Fault-tolerant verification scheme)

There exists a verification scheme with

M = log(1/β)/(2ε′′2)

and
l = (1− 2ε′′),

that is
(1− β, 1−

√
ε′′)− complete

and
(1− β,

√
3ε′′ + ∆κ)− sound

where ∆κ = κ!(κ+ 1)!/(2κ+ 1)!.

Milestone towards FT QC
�� ��Kapourniotis/AD, arXiv:1703.09568

Verification & Accreditation www.warwick.ac.uk/qinfo 31



Our results (Hardness in the noisy case)

Conjecture (Average-case hardness)

For 0 ≤ α1, β1 ≤ 1, approximating the probability distribution of
the Ising sampler by papx(x |y = 0) up to multiplicative error

|papx(x |y = 0)− qexc(x |y = 0)| ≤ α1q
exc(x |y = 0)

in time poly(|x |, 1/α1, 1/β1) is #P-hard for at least a fraction β1

of x instances.

Conjecture (Anti-concentration)

There exist some 0 ≤ α2, β2 ≤ 1, 1/α2 ∈ poly(1/β2) such that for
all x

prob
(
qexc(x |y = 0) ≥ α2

2N

)
≥ β2

More general than
�� ��Bremner/Montanaro/Shepherd, PRL 117, 080501 (2016)

Verification & Accreditation www.warwick.ac.uk/qinfo 32



Our results (Hardness in the noisy case)

Theorem (Fault-tolerant hardness)

Assume that the two Conjectures hold. Then sampling from the
output distribution of the experimental Ising sampler qnsy(x , y)
with a classical machine, assuming a (ε′, ε)-sound verification
scheme accepts with

ε ≤ (β1 + β2 − 1− 2−N)α1α2

2
,

implies, with confidence ε′, a collapse in the polynomial hierarchy
to the third level.

�� ��Kapourniotis/AD, arXiv:1703.09568

Verification & Accreditation www.warwick.ac.uk/qinfo 33



First FT verification of quantum supremacy

FT supremacy verification milestone for FT QC�� ��Kapourniotis/AD, arXiv:1703.09568

We still need

* bespoke FT thresholds for verifying specific supremacy models

* bespoke error correcting codes for specific supremacy models

* verification schemes for specific architectures

* to use verification schemes in experiments

short term (Thm 1)
long term (Thm 2/3)
But we want everything now. NISQ devices...
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NISQ devices have a credibility problem

If/when a NISQ device solves a hard problem (not in NP), how do
we know its done so correctly?

7 NISQ devices are noisy and imperfect

7 Cannot check efficiently on a classical computer

”Quantum Accreditation”
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To build big (intermediate) systems, start with small ones

State tomography

Process tomography
�� ��Numerous references ...

Measurement (Detector) tomography
Too many parameters for NISQ devices

Good gate fidelities are not enough

Randomised benchmarking
�� ��Knill et. al., PRA 77, 012307 (2008)

Gate set tomography
�� ��Blume-Kohout et. al., Nat. Comm. 8, 14485 (2017)

Makes unrealistic assumptions

Average fidelity ε is a poor bound
�� ��Sanders et. al., NJP 18 012002 (2016)

1− ε . εG = ||G − G ideal||� .
√

1− ε
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Verification of quantum supremacy

PHYS: Statistical methods (e.g., cross entropy)
Inadequate

�� ��Bouland et al., Nat. Phys. (2018)

TCS: Interactive proof system�� ��Childs, Aharonov, Ben-Or, Broadbent, Eisert, Fitzsimmons, Hayashi, Kashefi, Mahajan�� ��Morimae, Vazirani, Vidick, Zhu, Us ....

Hide easy ‘trap’ computations within hard computation
Check the correctness of the ‘traps’
Bound distance between ideal (pid) and actual (pact) output

Exorbitant overheads (due to MBQC)

Even constant overheads are impractical
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CS meets experiments: Scalable vs practical

ρP

ρC

ρV

F (1)
PC

E (1)
VC

F (2)
PC

E (2)
VC

F (3)
PC

E (3)
VC

Figure: CS: Verifier, prover, and a shared register C.

Figure: Experiments: System and environment.

ρE

ρS

F (1)
SE

E (1)
S

F (2)
SE

E (2)
S

F (3)
SE

E (3)
S
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Our work
�� ��Ferracin/Kapourniotis/AD, 1811.09709

In the circuit model

i

j
Bands →1 2 m − 1 m

|+〉1

|+〉2

|+〉3

|+〉4

|+〉5

|+〉6

U1,1

U2,1

U3,1

U4,1

U5,1

U6,1

U1,2

U2,2

U3,2

U4,2

U5,2

U6,2

U1,m−1

U2,m−1

U3,m−1

U4,m−1

U5,m−1

U6,m−1

U1,m

U2,m

U3,m

U4,m

U5,m

U6,m

X

X

X

X

X

X

Figure: A six-qubit example of target circuit.

Several (v > 1) trap circuits
Traps designed to capture all noise
Trap and target circuits of same size
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Our work
�� ��Ferracin/Kapourniotis/AD, 1811.09709

In the circuit model

Different trust assumptions (noise model)

N1: Noise in state preparation, entangling gates, measurements is
arbitrary CPTP map encompassing system & environment

ρout = TrE
[
◦qp=1 N

(p)
SE

(
E (p)
S ⊗ IE )(ρS ⊗ ρE )

]
and is unbounded in diamond norm;

N2: Single qubit gates are trusted

Single qubit gates are the best component in leading architectures

Different from ‘prepare & send’ or ‘receive & measure’
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Accreditation Protocol - One run

ρout = TrE
[
◦qp=1 N

(p)
SE

(
E (p)
S ⊗ IE )(ρS ⊗ ρE )

]
Protocol {E (p)

S }
q
p=1 accredits outputs in presence of {N (p)

SE }
q
p=1 if

ρout = b τ ′ tar
out ⊗ |acc〉〈acc|

+ (1− b)

(
l σtar

out ⊗ |acc〉〈acc|+ (1− l)τ tar
out ⊗ |rej〉〈rej|

)
,

where
σtar

out (τ ′ tar
out ) is target circuit state after noiseless (noisy) protocol,

τ tar
out is an arbitrary state for the target circuit,
|acc〉 is the state of the flag indicating acceptance,
|rej〉 = |acc⊕ 1〉,
0 ≤ l ≤ 1, 0 ≤ b ≤ ε and ε ∈ [0, 1].

1− ε is the credibility of the accreditation protocol.
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Accreditation Protocol - One run

⊗n
i=1|+〉i 〈+|

⊗n
i=1|+〉i 〈+|

ρE

N (1)
p

U ′′(1)
1

E (1)
1

CZ1

F (1)
1

U ′′(1)
t

E (1)
t N (1)

m

X

R(2)

U ′′(2)
1

E (2)
1

CZ1

F (2)
1

Figure: One target computation and v trap computations.

Correlated noise across all v + 1 circuits - in space and time.

Use U ′i ,j = X
α′i,j
i Z

αi,j

i Ui ,j , αi ,j , α
′
i ,j ∈ {0, 1} are random bits

Pauli twirl decomposes noise into combination of local Paulis

Traps designed to capture all local Pauli noise
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Accreditation Protocol - Many runs

After d protocol runs (with same target and v different traps),

If all runs are affected by i.i.d. noise,

then, with confidence 1− e−2dθ2
, θ ∈ (0,Nacc/d)

1

2

∑
s

∣∣pnoiseless(s)− pnoisy(s)
∣∣ ≤ ε

Nacc/d − θ
,

for all Nacc ∈ [0, d ] protocol runs ending with |acc〉 flag bit.
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Results

Theorem

Suppose that all single-qubit gates are noiseless.
For any number v ≥ 3 of trap circuits, our protocol can accredit
the outputs of a noisy quantum computer affected by noise of the
form N1 with

ε =
κ

v + 1
,

where κ = 3(3/4)2 ≈ 1.7.

�� ��Ferracin/Kapourniotis/AD, 1811.09709
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Noisy single qubit gates

Different trust assumptions (noise model)

N1: Noise in state preparation, entangling gates, measurements is
arbitrary CPTP map encompassing system & environment

ρout = TrE
[
◦qp=1 N

(p)
SE

(
E (p)
S ⊗ IE )(ρS ⊗ ρE )

]
and is unbounded in diamond norm;

N2: Noise in single-qubit gates is arbitrary (inc. gate-dependent)
CPTP map encompassing system & environment

Ũj = N (k)
j

(
Uj ⊗ IE

)
with ||N (k)

j − ISE ||� ≤ r
(k)
j

and 0 ≤ r
(k)
j < 1 (bounded in diamond norm).
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Results

Theorem

Our protocol with v ≥ 3 of trap circuits can accredit the outputs
of a noisy quantum computer affected by noise of the form N1 and
N2 with

ε = g
κ

v + 1
+ 1 − g , (1)

where κ = 3(3/4)2 ≈ 1.7 and g =
∏

j ,k(1− r
(k)
max, j).

�� ��Ferracin/Kapourniotis/AD, 1811.09709
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Experimental use

1

2

∑
s

∣∣pnoiseless(s)− pnoisy(s)
∣∣ ≤ ε

Nacc/d − θ
,

Since Nacc/d is an estimate of prob(acc) (and if prob(acc)≥ δ. )

1

2

∑
s

∣∣pnoiseless(s)− pnoisy(s)
∣∣ ≤ ε

prob(acc)
≤ ε

δ
.
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Figure: (a) Preparing GHZ states, with n = m = 7 (dashed lines) and
n = m = 10 (solid lines). (b) Google RCS supremacy with
n = 62 qubits and circuit depth m = 34.
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So, Accreditation

is practical (and scalable)

is inspired by trap-based verification schemes

is different from verification

combines best features from physics & CS

inspires new mesothetic (verifier-in-the-middle) verification
scheme

�� ��Ferracin/Kapourniotis/AD, 1811.09709
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Dominic Branford

Samuele Ferracin

Jamie Friel

Evangelia Bisketzi

Aiman Khan

Andrew Jackson

Theodoros Kapourniotis

Max Marcus

Francesco Albarelli

Thank you!
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